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Workshop on 8 April 2025
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The workshop is part of the STAN4CR project, funded by EISMEA (European Innovation Council and 

SMEs Executive Agency), The STAn4CR plays a pivotal role in the drafting process of harmonised 

standards to support CRA compliance.

The STAN4CR project aims to raise public awareness and actively involve key stakeholders in the 

standardization process. 

The workshop and the STAN4CR project are funded by the European Union through the European 

Innovation Council and SMEs Executive Agency (EISMEA), under Grant Agreement No. 101196779.
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Focus
The workshop will address lines 1 and 15 in the Standardization Request:

➢ Line 1: European standard(s) on designing, developing and producing products with digital 

elements in such a way that they ensure an appropriate level of cybersecurity based on risks

➢ Line 15: European standard(s) on vulnerability handling for products with digital elements

Main objective
Present the preliminary content of the horizontal standards being developed to comply with lines 1 

and 15 in the Standardization Request. And to receive feedback and input from stakeholders that

are going to comply with the Cyber Resilience Act.



Target group

Manufacturers and distributors of products with digital elements covered

by the CRA, and other stakeholders eager to share their expertise to help

shape the future CRA standards.

Why should you participate? 

The workshop provides a unique platform for you to influence the 

development of the horizontal CRA standards and share your expertise, 

insights, and experiences. By participating, you will have the opportunity 

to shape the future of cybersecurity practices and ensure that the 

standards developed are comprehensive, practical, and effective.
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10.00 Welcome

10.10 A brief overview of the Cyber Resilience Act 

          (CRA), key elements, requirements, and the 

          significance of standardization

10.30 A short introduction to standardization

10.45 Coffee break

11.05 Presentation of the workshop's goal 

11.15 Workshop round 1: Principles for cyber resilience
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13.00 Lunch

14.00 Workshop round 2: Vulnerability handling

15.45 Coffee break

16.05 Case presentation: Implementing standards – 

          preparation for the CRA in a global company

16.35 Next steps for the standardization development

16.55 Goodbye and thank you - networking and drinks

Draft agenda
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Date
8 April 2025 from 9.30 AM to 5.30 PM

Location
Tivoli Hotel, Copenhagen, Denmark / online

Registration (Required)
https://www.ds.dk/en/our-services/workshop-

cyber-resilience-act

Questions?
Please contact Berit Aadal, baa@ds.dk

https://www.ds.dk/en/our-services/workshop-cyber-resilience-act
https://www.ds.dk/en/our-services/workshop-cyber-resilience-act
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